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1. POLICY STATEMENT AND PURPOSE 

Centrum dedicates itself to the prevention of money-laundering and terrorist 
financing. It is committed to operating the businesses conforming to 
standards required in acting professionally and with integrity in all its business 
dealings and relationships.   
 
Pursuant to the Prevention of Money-laundering Act, 2002 (“PMLA”), 
Unlawful Activities (Prevention) Act, 1967 (“UAPA”),  notifications, guidelines, 
circulars issued, regulations and rules framed  thereunder including, without 
limitation, the Prevention of Money-Laundering (Maintenance of Records) 
Rules, 2005, as amended from time to time (collectively referred to as the 
“Anti-Money Laundering” or “AML” laws), Reporting Entities (as hereinafter 
defined) are required to put in place a comprehensive policy framework 
covering Know Your Customer (KYC) Standards, Anti-Money Laundering 
Standards and Combating the Financing of Terrorism Standards. 
 
Centrum Capital Limited and its subsidiaries which are Reporting Entities 
(hereinafter collectively referred to as “CCL & REs”) have varied businesses 
which are regulated by SEBI, RBI and IRDAI (applicable regulator) and are 
required to comply with additional procedures framed by the applicable 
regulator in furtherance of the related AML laws. CCL & REs are required to 
devise and implement programs and standards to prevent the misuse of its 
products, offerings, services, properties and facilities for money-laundering or 
other criminal activities including financing of terrorism to effect this 
compliance. As per the Financial Action Task Force (FATF) 
recommendations and subsequent notifications on AML laws framed by 
applicable regulator, every reporting entity which is a part of the Group shall 
implement group-wide programmes to prevent money-laundering and terror 
financing as stipulated by their respective regulator, including group-wide 
policies for sharing information required for the purposes of customer due-
diligence, risk-management and prevention of money-laundering and terror 
financing activities.  
 
This Policy is in compliance with the FATF’s recommendations and 
subsequent applicable regulators’ notifications to the AML Laws. This Policy 
applies to CCL & REs. This Policy also applies to other Group entities to the 
extent relevant. The policy of each Reporting Entity shall be aligned with this 
Policy. This Policy specifies the approach to customer identification 
procedures, customer profiling and monitoring of transactions on an ongoing 
basis. This Policy encompasses the requirements laid down by the applicable 
regulator. Consequent to the amendments made in future by the applicable 
regulator, the Policy shall be duly amended and become applicable.  

 
In the event any part of this Policy is in variance with the applicable regulator’s 
subsequent guidelines or directions issued from time to time, such guidelines 
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or directions shall prevail. In case any guidance is required regarding the 
Policy; it shall be referred to the Group Compliance team for advice. This Policy 
covers following activities: 
 Customer Acceptance Policy 
 Customer Identification Procedure 
 Customer Due Diligence (CDD) and Ongoing CDD 
 KYC Risk categorization Policy 
 Monitoring of Transactions, Suspicious Transaction Reporting (STR), 

Cash Transaction Report (CTR) 
 Standard procedure prescribed to obtain information, documents, 

scrutiny and storage, and periodic KYC refresh 
 

2. INTRODUCTION 
 

Centrum Capital Limited (CCL), is a public limited company incorporated 
under the Companies Act, 1956 and an existing public limited company under 
the provisions of the Companies Act, 2013.  CCL is a Category-I Merchant 
Banker registered with the Securities and Exchange Board of India 
(SEBI).The shares of CCL are listed and traded on BSE (formerly known as 
Bombay Stock Exchange) and National Stock Exchange of India Limited 
(NSE).  
CCL (along with its subsidiaries and associates) is engaged in varied 
businesses such as Investment Banking, Institutional and Retail Broking, 
Depository Participant, Portfolio Management Services, Distribution of 
Investment Products and Investment Advisory (Wealth Management), 
Alternative Investment Management, Housing Finance and Small Finance 
Bank.  
   

3. OBJECTIVES 
 

Money-laundering is the process by which a person directly or indirectly 
attempts to indulge  or knowingly assists or knowingly is a party or is actually 
involved in any process or activity connected with proceeds of crime including 
its concealment, possession, acquisition or use and projecting or claiming it 
as untainted property. 
 
KYC policies and norms laid down by the CCL & REs can help in detecting 
and preventing such activities. 
 
Objectives of the KYC norms: 
 Prevent CCL & REs from being used by criminal elements for 

money-laundering and terrorist financing activities. 
 Define the KYC norms, AML standards and CFT standards so as to 

identify customers, and the nature of their business(es).  
 Create alertness to transactions and circumstances related thereto that 
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give rise to suspicion of money-laundering or terrorist financing. 
 Take necessary steps to disseminate and create awareness amongst 

directors, officers, employees regarding the KYC/AML/CFT procedures 
for adherence and compliance of AML laws.   

4. SCOPE 
 

The Policy applies to entities (Entities) as detailed in Schedule I 

5. IMPORTANT DEFINITIONS 
 

5.1. “Board of Directors” means the Board of Directors of each Entity; 
 
5.2. “CFT” means Combating Financing of Terrorism; 
 
5.3. “Customer” or “Client” includes (a) a person who is engaged in or 

proposes to engage in a financial transaction or activity with a reporting 
entity (b) a person on whose behalf the person who engaged in the 
transaction or activity, is acting; 

 
5.4. “Money- Laundering” includes the process by which a person directly or 

indirectly attempts to indulge  or knowingly assists or knowingly is a party 
or is actually involved in any process or activity connected with proceeds of 
crime including its concealment, possession, acquisition or use and 
projecting or claiming it as untainted property; 

 
5.5. “Negative list” includes but is not limited to: 

 Negative List Source(Website name and Link) 
(a) List of individuals and entities who 

are subjected to sanction measures 
as required under the various 
United Nations' Security Council 
Resolutions 

United Nation Security council 
(https://www.un.org/securitycouncil
/content/un-sc-consolidated-list) 
 

(b) List of Banned Individuals/Entities 
under Counter Terrorism and 
Counter Radicalization Division of 
Ministry of Home Affairs. 

Ministry of Home Affairs  
(https://www.mha.gov.in/en/divisio
nofmha/counter-terrorism-and-
counter-radicalization-division) 

(c) List of Entities/Individuals in the 
Financial Intelligence Unit – India 
(FIU-IND) list 

FIU- India (https://fiuindia.gov.in/) 
 

(d) Entities/Individuals from Black 
listed countries as per Financial 
Action Task Force website. 

FATF (https://fiuindia.gov.in/) 
 

(e) List of Individuals/Entities as per 
section 12A of the Weapons of 
Mass Destruction and Their 
Delivery Systems (Prohibition of 
Unlawful Activities) Act, 2005 

FIU- India(https://fiuindia.gov.in/) 

https://www.un.org/securitycouncil/content/un-sc-consolidated-list
https://www.un.org/securitycouncil/content/un-sc-consolidated-list
https://www.mha.gov.in/en/divisionofmha/counter-terrorism-and-counter-radicalization-division
https://www.mha.gov.in/en/divisionofmha/counter-terrorism-and-counter-radicalization-division
https://www.mha.gov.in/en/divisionofmha/counter-terrorism-and-counter-radicalization-division
https://fiuindia.gov.in/
https://fiuindia.gov.in/
https://fiuindia.gov.in/
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Such other negative list as may be required under the statute, regulation 
and by individual Entities. 
 

5.6. “Politically Exposed Persons” or “PEP” includes individuals who are or 
have been entrusted with prominent public functions in a domestic or a 
foreign country, e.g., Heads of States or of Governments, politicians, senior 
government/judicial/military officers, senior executives of state-owned 
corporations, important political party officials, etc. It also includes the 
Former PEP, family members or close relatives of PEPs; 
 

5.7. “PMLA Act” means the Prevention of Money-Laundering Act, 2002; 
 

5.8. “PMLA Rules” means the Prevention of Money-Laundering (Maintenance 
of Records) Rules, 2005 and amendments thereto; 
 

5.9. “Principal Officer” means the Principal Officer designated by the 
respective Entity under the PMLA Act; 

 
5.10 “Reporting Entity” means a banking company, financial institution, 

intermediary or a person carrying on a designated business or profession as 
defined under PMLA Act; 
 

5.11 Words and expressions used but not defined herein shall have the same 
meanings as ascribed to them under the AML laws. 

6. CUSTOMER ACCEPTANCE POLICY (CAP) 
 

 Customer Acceptance Policy lays down explicit criteria for acceptance of 
customers. The Customer Acceptance Policy must ensure the following 
aspects of customer relationship: 

 
6.1.  Any Customer who is anonymous or who is found to bear a fictitious, benami 

name is not on-boarded and no agreement is entered into with such 
Customer; 
 

6.2. Parameters of risk perception and Know Your Customer details are clearly 
defined in terms of the nature of business activity, Related Beneficial 
Owners, PEP, Location of customer, Country of Origin, Age, Past Experience, 
Financials, Net worth, Tax return, Cashflow, duration of acquaintance, Related 
party, mode of payments, volume of turnover, social and financial status  to 
enable categorization of customers into low, medium and high risk; 

 
6.3. Necessary checks including against the negative list before on-boarding a 

Customer or entering into an agreement or engagement are undertaken, so 
as to ensure that the identity of the customer does not match with any 
person with  commonly established criminal background or reputation or is 
not banned in any other manner whether in terms of criminal or civil 
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proceedings by any enforcement agency worldwide including regulators 
and tax authorities or with banned entities such as individual terrorists or 
terrorist organizations;  
 

6.4.  The officer of each Entity  dealing with Customer must be satisfied with the 
results of the KYC due diligence of the customer; 

 
6.5. No transaction or account based relationship shall be undertaken without 

satisfactory completion of the KYC due diligence procedure set out in this 
Policy. 

 
7. CUSTOMER IDENTIFICATION PROCEDURE (CIP) 
 
7.1. Customer identification means identifying the customer and verifying 

his/her/ its identity by using reliable, independently sourced or verified 
documents, data or information as applicable;  

 
7.2. The Customer Identification Procedure should be  carried out at various  

stages: while establishing a relationship, engaging in a financial transaction 
or when the suspicion has arisen regarding the authenticity, adequacy, or 
veracity of the previously obtained customer identification data; 

 
7.3. Sufficient information necessary to satisfactorily establish, the identity of 

each new Customer whether regular or occasional, and the purpose of the 
intended nature of relationship shall be obtained by the officer of each Entity 
dealing with the Customer. 

 
7.4. For customers that are legal persons : 
 

(a) Verify the legal status through customarily and legally accepted 
documents including information related to the business(es); 

 
(b) Verify the identity of the person purporting to act on behalf of the  

Customer and verify the powers and authorities of such person; 
 
(c) Determine the ownership and control structure of the Customer 

including identifying the ultimate beneficial ownership (defined below) 
as per the guidelines or directions specified by the applicable 
regulator. 

 
7.5. For customers other than individuals or trusts:  

Where the Customer is a person other than an individual or trust, viz., 
company, partnership or unincorporated association/body of individuals, 
CCL & REs shall identify the beneficial owners of the customer and take 
reasonable measures to verify the identity of such persons, through the 
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following information: 

(a) The identity of the natural person, who, whether acting alone or 
together, or through one or more juridical person, exercises control 
through ownership or who ultimately has a controlling ownership 
interest; 

   Explanation: Controlling ownership interest means ownership 
of/entitlement to: 

i. more than 10% of shares or capital or profits of the juridical person, 
where the juridical person is a company; 

ii. more than 10% of the capital or profits of the juridical person, where 
the juridical person is a partnership; or 

iii. more than 15% of the property or capital or profits of the juridical 
person, where the juridical person is an unincorporated association 
or body of individuals. 

(b) In cases where there exists doubt under clause (a) above as to whether 
the person with the controlling ownership interest is the beneficial 
owner or where no natural person exerts control through ownership 
interests, the identity of the natural person exercising control over the 
juridical person through other means; 

  Explanation: Control through other means can be exercised through 
voting rights, agreement, arrangements or in any other manner. 

(c) Where no natural person is identified under clauses (a) or (b) above, 
the identity of the relevant natural person who holds the position of 
senior managing official 

i. For Customer which is a trust: Where the Customer is a trust, 
the Entity shall identify the beneficial owners of the customer and 
take reasonable measures to verify the identity of such persons, 
through the identity of the author (Settlor) of the trust, the trustee, 
the protector, the beneficiaries with 10% or more interest in the trust 
and any other natural person exercising ultimate effective control 
over the trust through a chain of control or ownership 

ii. Exemption in case of listed companies: Where the Customer or 
the owner of the controlling interest is a company listed on a stock 
exchange, or is a majority owned subsidiary of such a company, it 
is not necessary to identify and verify the identity of any shareholder 
or beneficial owner of such companies 

 
7.6. Officer of each Entity dealing with the Customer shall ensure that 

information sought from the customer pertains to the current period and is 
adequate to assess and verify the perceived risk, is not intrusive and is in 
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conformity with the guidelines issued in this regard. Any other information 
from the customer would be sought separately with his/ her/its consent. 

 
8. CUSTOMER DUE-DILLIGENCE (CDD) AND ONGOING CDD 

8.1. CDD includes obtaining sufficient KYC information in order to identify 
persons who beneficially own or control the securities account through 
customer identification and verification procedures at the time of onboarding 
of customer and obtain periodic updations and confirmations. The beneficial 
owner is the natural person or persons who ultimately own, control or 
influence a customer and/or persons on whose behalf a transaction is being 
carried out. 

8.2. CDD should be carried out periodically. Every reporting entity shall conduct 
ongoing scrutiny of the transactions and account throughout the course of 
the business relationship to ensure that the transactions being entered into 
are consistent with the information and documents available with the 
Reporting Entity in respect of the Customer, Business(es), investment 
objective(s), risk profile and source of funds . The Reporting Entity shall 
periodically update all documents, data or information of customers and 
beneficial owners.  

8.3. Where any Reporting Entity has probable cause to suspect any transaction 
relate to money-laundering or terrorist financing and reasonably believes that 
performing the CDD process will tip-off the Customer, the Reporting Entity 
shall not pursue the CDD process and shall instead file a Suspicious 
Transaction Report (STR) with FIU-IND through the designated Principal 
Officer  of that Reporting Entity. 

9. RISK CATEGORISATION 
 

9.1. In order to ensure efficient implementation of this Policy, necessary risk-
based processes shall be established and implemented.  A higher level of 
CDD and monitoring shall be implemented for businesses prone to higher 
Money-Laundering risks. 

9.2. The degree of risk exposure of CCL & REs to Money-Laundering activities 
determined by parameters (which are inclusive in nature) such as: 
(a) Legal, social, financial status, historical information, nature of business 

of the customer; 
(b) Type of product or service availed by the customer; 
(c) Country where the customer is domiciled; 
(d) Frequency of transactions. 

9.3. Each Reporting Entity shall, based on relevant parameters and the 
business(es) it is engaged in, classify the customers  into ‘High Risk’, 
‘Medium Risk’ and ‘Low Risk’. 



CENTRUM GROUP: KYC/AML/CFT Policy - 2024 Page 10  

9.4. The Reporting Entity shall satisfy itself that the name(s) of the proposed 
customer does not appear in the negative database prior to opening any new 
customer account. 

9.5. CCL and each Reporting Entity shall periodically check for any revisions to 
the negative list to ensure that no account held by it is linked to any of the 
individuals or entities specified therein. Complete particulars of accounts 
bearing resemblance to any of the individuals or entities in the negative list 
shall be intimated to FIU-IND. 

9.6. CCL and each Reporting Entity shall implement customer due diligence 
measures on a risk-sensitive basis. It shall adopt an enhanced customer due 
diligence process for higher risk categories of customers including obtaining 
senior management approvals, where necessary. Simplified customer due 
diligence process may be adopted for low risk category of customers. 

9.7. Low-risk provisions shall not apply when there are suspicions of Money 
Laundering, Financing of terrorism or when other factors give rise to a belief 
that the customer does not in fact pose a low risk. 

9.8  CCL & REs if required, may enter into an arrangement with an appropriate 
agency to verify the risk category of existing and prospective customers. 

10. MONITORING OF TRANSACTIONS 
 

10.1. Ongoing monitoring of the on-boarded customers is an essential element of 
effective KYC procedures. CCL & REs shall set key indicators for customer 
details, taking note of the background of the customer, risk sensitivity of the 
account and other risk factors.   

 
10.2. CCL & REs recognize that suspicion may be personal or subjective when 

there is insufficient hard proof or firm evidence. Hence, a “suspicious 
transaction” is defined as a transaction which, to an officer of CCL or each 
Reporting Entity dealing with the customer, acting in good faith – 
(a) gives rise to a reasonable ground of suspicion that it may involve the 

proceeds of a crime; or 
(b) appears to be made in circumstances of unusual or unjustified 

complexity; or 
(c) appears to have no economic rationale or bona fide purpose. 

 
10.3. In accordance with the provisions of PMLA Act, CCL & REs shall furnish 

information in respect of suspicious transactions within 7 days from the date 
of concluding the suspicious nature of such transactions. 

 
10.4.  All employees of CCL & REs shall report to the Designated Principal Officer 

(PO), information about transactions where they have knowledge, 
suspicion, or reasonable grounds of Money-Laundering activity. 
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10.5. Any employee who handles or is responsible for handling transactions 
which may involve Money-Laundering, shall make a confidential report to 
the Designated Principal Officer promptly, if he/ she knows or suspects or 
has reasonable grounds to suspect that a Customer or a person on whose 
behalf the Customer is acting, is engaged in money-laundering. 
 

10.6. KYC for Politically Exposed Persons (PEPs): 
(a) CCL & each RE shall obtain and verify all possible relevant and 

complete information available in the public domain about any customer 
of this category intending to establish a relationship with CCL or any 
RE. The Senior management of CCL or any RE shall take the decision 
regarding the opening of accounts for PEPs, respectively. Such 
accounts shall be subject to enhanced monitoring on an on-going basis. 
These norms shall also be applicable to the accounts of the family 
members or close relatives of PEPs. 
 

(b) In the event of an existing Customer or the beneficial owner of an 
existing account, subsequently acquires the status of PEP, senior 
management approval shall be obtained for continuation of the 
business relationship by CCL or the respective reporting entity.  Such 
accounts shall be subject to enhanced monitoring norms. 

11. RETENTION OF RECORD: 

11.1 All the transaction related records as specified under PMLA Rules, shall be 
preserved for a period of 5 (five) years from the date of transaction and all 
the KYC records shall be preserved for a period of 5 (five) years from the 
end of business relation or closing of account, whichever is later or as 
specified under the PMLA Act and PMLA Rules as amended from time to 
time. 

 
11.2. The records pertaining to any suspicious transaction or cash transaction 

shall be preserved for 10 years as per the requirement of PMLA Act and 
PMLA Rules. 

 
11.3. Arising from any change in the constitution of the customer (such as legal 

entity or trust or HUF), if the KYC records have not been updated as per 
AML laws then either the CCL or the concerned RE will forthwith obtain KYC 
and update its records to reflect the current status of the customer (such as 
legal entity or trust or HUF), failing which CCL or the RE, as applicable, shall 
close the account of the customer after giving due notice to the customer. 

12. REPORTING OF SUSPICIOUS TRANSACTIONS AND CASH 
TRANSACTIONS: 

 
12.1. Cash Transaction Reports (CTR): 

The following cash transactions shall be reported to FIU-IND: 
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(a) All individual cash transactions in an account during a calendar month, 

where either debits or credit summation, computed separately, 
exceeding Rupees Ten lakhs or its equivalent in foreign currency, 
during the month. 

 
(b) All series of cash transactions integrally connected to each other which 

have been valued below Rupees 10 lakh or its equivalent in foreign 
currency where such series of transactions have taken place within a 
month and the monthly aggregate exceeds an amount of ten lakh rupees 
or its equivalent in foreign currency. 

 
(c) However, while filing CTR, details of individual cash transactions below 

rupees fifty thousand may not be indicated. 
 

(d) The Designated Principal Officer of CCL or RE as applicable, shall 
submit CTR for every month to FIU-IND within 15 days from date of 
transaction. 

 
(Please note : CCL & REs do not accept cash) 

 
12.2. Suspicious Transactions: 

As defined in the PMLA Rules, a "suspicious transaction" means a 
transaction referred to in clause (h) of the PMLA Rules, including an 
attempted transaction, whether or not made in cash which, to the  officer of 
CCL or any Reporting Entity, dealing with the Customer,  acting in good 
faith: 

(a) gives rise to a reasonable ground of suspicion that it may involve 
proceeds of an offence specified in the Schedule to the Act, regardless 
of the value involved; or 

(b) appears to be made in circumstances of unusual or unjustified 
complexity; or appears to have no economic rationale or bona fide 
purpose; or 

(c) gives rise to a reasonable ground of suspicion that it may involve 
financing of the activities relating to terrorism. 

 
12.3. Reporting of Suspicious Transactions (STRs): 

(a) In terms of the PMLA Rules, the Designated Principal Officer of CCL or 
reporting entity as applicable shall report information relating to 
suspicious transactions to the Director, Financial Intelligence Unit-India 
(FIU-IND), online portal. 

 
(b) The Suspicious Transaction Report (STR) shall be furnished within 7 
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days of arriving at a conclusion that any transaction, whether cash or 
non-cash, or a series of transactions integrally connected are of 
suspicious nature.  

 
(c) The concerned Designated Principal Officer shall record his reasons for 

treating any transaction or a series of transactions as suspicious. It shall 
be ensured that there is no undue delay in arriving at such a conclusion 
once a suspicious transaction report is received. Utmost confidentiality 
shall be maintained in filing of CTR and STR with FIU-IND. 

13. TRAINING TO EMPLOYEES: 

13.1  Appropriate training shall be provided to employees (operations, compliance 
and others) based on their job profile. 

 
13.2  SOP, Manual, Instructions on the procedures for customer on boarding, 

KYC, CDD, Sanctions screening, customer identification, record-keeping 
and transaction processing and review shall be set out. 

 
13.3  CCL & each RE will establish and implement adequate screening procedures 

for hiring employees  

14. APPOINTMENT OF PRINCIPAL OFFICER: 
 

CCL & each RE shall respectively appoint a Designated Principal Officer as 
prescribed by the regulator. The Designated Principal Officer shall be 
responsible for overseeing and ensuring overall compliance with regulatory 
guidelines on KYC/AML/CFT issued from time to time and obligations under 
the PMLA Act, PMLA Rules and regulations made thereunder, as amended 
from time to time. The name, designation and address of every Designated 
Principal Officer shall be immediately communicated to Director, FIU-IND  

15. NOMINATION OF DESIGNATED DIRECTOR: 
 

To ensure compliance with the obligations under the PMLA Act, a Managing 
Director or a Whole-Time Director on the Board of CCL & each RE 
respectively, shall be nominated as “Designated Director”. The name, 
designation and address of each Designated Director shall be respectively 
communicated to the Director, FIU-IND. 

16. PROHIBITION OF TIPPING-OFF 
 
Directors, officers, and employees (permanent and temporary) of CCL & RE 
are prohibited from disclosing (“tipping off”) that an STR or related 
information is being reported or provided to the FIU-IND. This prohibition on 
tipping off extends not only to the filing of the STR and/ or related information 
but even before, during and after the submission of an STR. Irrespective of 
the amount involved in a transaction or the threshold limit envisaged for 
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reporting under PMLA Act, each of CCL & RE as applicable, shall file an STR 
if there exists valid grounds which give rise to a suspicion that the 
transactions involve proceeds of crime. 
 

17. RESPONSIBILITIES OF EMPLOYEES: 

Each employee shall:  
 
17.1. Undertake necessary due diligence and follow KYC procedures for the 

customers at the time of onboarding and also on a periodic basis as 
prescribed by the applicable regulator from time to time; 

 
17.2. Escalate any suspicious transaction identified to the Designated Principal 

Officer of CCL & RE as applicable; 
 
17.3. Satisfy that the funds or securities (including sale proceeds of customers 

securities or assets) are received from or credited to the same  customer 
who is the account holder and transactions are undertaken  in the customer’s 
account from where funds or securities have been received; 

 
17.4. Maintain records of customer KYC and transaction details as prescribed by 

the applicable regulator from time to time. 

18. INFORMATION SHARING FOR CUSTOMER DUE DILLIGENCE AND 
RISK MANAGEMENT OF MONEY LAUNDERING/TERRORIST 
FINANCING: 

 
18.1. Group Compliance (including control functions such as Legal, Audit, Risk 

Management) may call for any Customer KYC or Transaction information 
from either of CCL or any RE for performance of Customer Due Diligence  or 
Inquiry or Analysis as provided in this Policy and contained in the PMLA Act 
and rules framed thereunder; 

 
18.2. On a case to case basis and if need be, on a strictly confidential basis CCL 

or any RE may obtain KYC or transaction related information of a customer 
from the Group Compliance, if it is required in performance of its duties in 
conducting customer Due Diligence or Inquiry or Analysis required as 
provided in this Policy and contained in PMLA Act and rules framed 
thereunder. Group Compliance may source the information from the 
compliance team of CCL or RE with whom such details are available; 

 
18.3. Adequate safeguards including safeguards to prevent tipping-off shall be 

maintained with regard to confidentiality of data while sharing and utmost 
care shall be taken that the information so shared should be used only for 
the purposes as provided in this Policy and contained in the PMLA Act and 
rules framed thereunder.  
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Schedule I 
 

Name of the Group entity 
Centrum Capital Limited 
Centrum Broking Limited 
Modulus Alternatives Investment Managers Limited (acting as Investment Manager 
to Centrum Credit Opportunities Trust and India Credit Opportunities Trust) 
Centrum Housing Finance Limited 
Centrum Investment Advisors Limited 
Centrum Financial Services Limited 
Unity Small Finance Bank 
Ignis Capital Advisors Limited (acting as Investment Manager to Ignis Capital Trust) 
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	Where the Customer is a person other than an individual or trust, viz., company, partnership or unincorporated association/body of individuals, CCL & REs shall identify the beneficial owners of the customer and take reasonable measures to verify the i...
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	9.7. Low-risk provisions shall not apply when there are suspicions of Money Laundering, Financing of terrorism or when other factors give rise to a belief that the customer does not in fact pose a low risk.
	9.8  CCL & REs if required, may enter into an arrangement with an appropriate agency to verify the risk category of existing and prospective customers.
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